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# Executive Summary

## Background

<What, when, by whom>

## Objectives and Scope

<Stated objectives, scope , exclusions>

## Summary of Findings

<Summarise the key findings, identify any themes, and provide a view on the risk posture>

<Don’t just focus on the negatives – if there are positives – state them>

## Strategic Recommendations

<Provide Strategic recommendations that the organisation should consider implementing based on the findings of the Pentest>

# Attack Narrative

<Provide a narrative of how the attack was carried out to achieve the stated objectives. Visual depiction often works best>

<Cover both success and failure>

# Summary of Observations

<Summarise all the observations in a tabular form with their risk ratings>

|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
| Activity | Critical | High | Medium | Low | Informational |
| External Pentest |  |  |  |  |  |
| Internal Pentest |  |  |  |  |  |

|  |  |  |
| --- | --- | --- |
| Reference | Observation | Risk Rating |
|  |  |  |
|  |  |  |
|  |  |  |
|  |  |  |

# Detailed Technical Observations

|  |  |
| --- | --- |
| Reference |  |
| Issue |  |
| Observation |  |
| Risk |  |
| Screenshots |  |
| Affected Systems |  |
| Recommendation |  |

# Appendix A: Methodology

# Appendix B: Testing Team and Qualifications